
	Risk Management Plan  (template)



Introduction to the Risk Management Template

This template is designed to be a practical resource to developing your  risk management plans.  It provides a series of tools that organisations can follow to assist them to identify, analyse and treat your risks.  Used together they form a framework for managing risks.

However, the process of risk management is as important as the documentation.  A thorough, organisation wide risk consultation means that all the key stakeholders can assist in identifying risks.  This leads to a more rigorous risk management plan.  It also begins the process of embedding risk management by introducing an element of ownership of the plan at all levels of the organisation.
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Version control and Approval

Providers need to have a process for regular board and senior management review and approval of the risk management plan.  Tables such as the two below could be attached to the plan to ensure that changes are tracked effectively and that amendments are signed off by the appropriate board or staff members.  

Document Approval

The original of this Risk Management Plan has been endorsed and approved by the Board of Directors at the Board meeting held on:
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Signed 
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Document Information
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Document Changes and reviews

The author should be advised of any errors, omissions, ambiguities, and requests for change or suggestions for improvement

Changes will need to be approved by the officer with delegated authority for endorsing risk management plans in the document approval section, prior to being incorporated into the next version of this document.
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	User
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1. Introduction

1.1 Purpose of the Risk Management Plan

The purpose of the risk management plan is to allow a housing association to identify and record potential risks.

The plan also allows mitigation strategies to be developed and tracked.

The document should be updated [weekly / fortnightly/ monthly/ quarterly / annually / whenever is necessary, e.g. following an incident of significant impact on the organisation’s day to day operation.]
1.2 Embedding the risk management plan

The risks identified are risks that the organisation’s objectives will not be met.  Therefore the risk management plan will refer to, and be reviewed against, the organisation’s strategic, operational and business plans.  [enter details about how and when these documents will be reviewed]
1.3 Audience

This risk management plan is aimed towards the following groups:

	Group
	Reason

	Directors
	Governance responsibility

	Staff
	Operational responsibility

	OCH
	Regulatory and funding body

	[enter details of other relevant parties]
	[e.g. private sector partners – to fulfil due diligence requirements]

[tenants – to ensure a consistent high quality service]




1.4 Who was involved?

A list of people involved in the initial development of this plan can be found at Appendix A.

1.5 Acronyms

A list of acronyms used can be found at Appendix B.

2. Organisational context 

It is not possible to avoid risk entirely.  To attempt to do so would mean that the organisation would effectively be unable to function.  It would also not be able to take advantage of opportunities as they arise.  

The board should use this heading to describe what their willingness to accept risks is.  This should be described in the context of the type of organisation it is.  For example:

“As a not for profit organisation we have limited financial resources.  Our primary responsibility is to our tenants.  As recipients of government funding we also have a responsibility to use our resources wisely.  These factors mean that the board’s attitude to risk is generally cautious.“

Alternatively providers may have a more robust approach to risk.  For example the board may decide that growth is a key priority and that additional risks may be acceptable to achieve this end. 

In either case, stating the organisational context and the board’s appetite for risk sets the tone for the whole organisation and for the risk management plan in particular.

[A further statement about the circumstances under which the board would consider taking risks and how they would be evaluated should also be included here.]

3. Risk strategy

This heading allows providers to outline their risk management strategy.  For example:

‘In order to ensure that risks are identified in a consistent manner across the organisation a "Risk Assessment Model" will be applied. This will rank the risks in priority order and those risks considered important to track will be recorded on the "Summary of Risks".  Mitigation strategies will be developed, recorded and monitored on a weekly/fortnightly/monthly/quarterly basis by the project manager/ chairperson/ Board / Treasurer of Board.  If new major risks are identified these shall be recorded.  The "Summary of Risks" will be reported to the project steering committee/ board on a weekly / fortnightly /monthly/quarterly basis. 

At appropriate times during the course of the project, it may be appropriate to re-assess the risks by applying the "Risk Assessment Model".  For example, it would be appropriate to reassess the risks for a large project when it moves from a requirements/evaluation stage into an implementation stage. 
The following diagram represents the process to be followed:

[enter a summary of your organisation’s risk strategy, including information on how risks will be reported to the board]

4. Risk diagram

[image: image1.jpg]
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5.  Identify the risks

Use this space to list the main risks you have identified.  This work should be carried out in consultation with key stakeholders including staff at all levels of the organisation.  

In order to help group related risks you may wish to use headings such as the ones in the table below.  Please note this is not intended to be a comprehensive list of all the risks an organisations is likely to encounter.  It is essential that each provider undertakes the risk identification process for itself.

[enter summary information on the main risks you have identified for your organisation.  Change the risks headings if necessary]

	Internal
	External

	Financial management, for example:
· Viability / liquidity

· Fraud control

· Reducing / insufficient income streams

· Income loss

· Poor cost control

· Insurances not kept up to date
	Funding, for example:
· Changes in funding agreement
· Shortfalls in funding programs

	Human Resources, for example:
· Succession planning

· Poor staff supervision and performance appraisal

· Staff turnover/ headhunted by competitor 

· Excessive work load and poor staff morale / staff burn-out 

· Difficulties in recruiting suitable staff
	Regulatory environment, for example:
· Changes in regulatory framework

· Negative registration reports

· No internal systems to proactively manage all the factors that drive the performance of the organisation

	Property management, for example:
· Inappropriate stock

· Contractors fail to perform maintenance contract / Poor response time by contractors 

· Stock transfer liabilities 

· Asbestos

· Aging / poor quality stock
	Reputation, for example:
· Public and community perception of the Association

· Negative comments from press or politicians

	Legislation compliance, for example:
· Privacy Act- 

· Corporations Act / relevant Incorporation legislation

· Anti-discrimination / Disability Services Act

· OHS

· Meeting tax requirements
	Competition, for example:
· Losing opportunities to grow

· Other providers

· Unexpected rapid growth

	Corporate governance, for example:
· Lack of appropriately skilled board members

· Volunteer / board member burn out 

· Board turnover

· Board fails to appraise CEO performance

· Conflict on the board

· Conflicts of interest not managed effectively

· Difficulty recruiting to the board

· Director’s insurance not kept up to date

· Policies and procedures not  reviewed

· Board lacks a value based framework  
	Partnerships, for example:
· Risks from failed partnership arrangements

· Risk of conflict with partners



	· 
	·  

	Information technology, for example:
· IT not sufficient for expanded organisation

· IT not able to produce registration monitoring data

· IT performance date disaster recovery plan 
	


6. Analyse the risks

How to complete the table:

Header: 

The plan should be reviewed and updated regularly. The register can either be overwritten or the amended page can be added to the existing plan thus showing the changes made over time.

Reference:


Each entry should be given a reference so that it can be linked to a more detailed report or risk treatment plan (if any)
Risk: 

Brainstorm the possible risks. These could be split into internal and external risks. Once the list has been developed it is suggested that it is reduced to a manageable number – no more than 20 risks.
Risk likelihood:


Decide the range of risk.  In this case 1 = lowest probability, 5 = highest probability

Risk consequences:


Decide the range. In this case 1 = lowest risk, 5 = highest risk

Level of risk:

Level of risk could be an addition or a multiplier.  In this case it is a multiplier of risk likelihood times risk consequence. However anything with a 5 on risk consequence will be monitored.

Control adequacy: 

The current controls used: OK – satisfactory, MON – monitor, some concerns or! Unsatisfactory – action needed  

Risk status: 

Is the risk increasing rapidly,   
 increasing,  decreasing rapidly,   decreasing  or - staying the same?

Priority Risks
A priority ranking should be given to the key risks.  This should take into account all other factors, including the likelihood and impact of the risk, whether the risk is increasing or decreasing and how effective the current controls are.  This information should be used to compile a list of principal risks.

7. Risk management register (example)

	Function/activity
	GENERAL
	Compiled by:
	
	Date:
	

	Reviewed by:
	BOARD
	Date Reviewed 
	
	Date of next review:
	


	Refer-

ence
	The risk – what can happen and how.
	Risk 

likeli-

hood
	Risk 

conce-

quences
	Risk 

score
	Control ade-

quacy
	Risk 

status
	HA 

Priority

(rank 1 – 20)
	Strategies
	Responsi-

bility

	
	Internal
	
	
	
	
	
	
	
	

	
	Financial management
	
	
	
	
	
	
	
	

	06/01
	Cash flow / liquidity difficulties
	2
	5
	10
	OK
	-
	18
	1.  Review planned maintenance timetable to ensure that work is spread evenly throughout year

2.  EO to report on liquidity ratios to board quarterly.
	1. EO

2.  EO

	06/02
	.....arrears blow out 
	3
	4
	12
	MON
	
	16
	1.  EO to review arrears weekly

2.  Report to board monthly

3.  Additional training for staff on arrears control

4.  Review arrears policy to ensure earlier action
	1.  EO

2.  EO

3. EO

4.  EO

	06/03
	
	4
	4
	16
	!
	
	6
	
	1. Senior manager

2. EO

3. Senior manager

4. EO

	
	Property management
	
	
	
	
	
	
	
	

	06/11


	Properties discovered to be in very poor condition after handover
	3
	4
	12
	!
	
	14
	1.scope prior to handover and get necessary work done

2. get agreement from OCH / Housing NSW to do additional works if discovered post transfer

3. re negotiate capital contribution
	asset manager

EO

EO

	
	External
	
	
	
	
	
	
	
	

	
	Funding
	
	
	
	
	
	
	
	

	06/34
	Losses made on leasehold properties because of funding formula affecting long term financial viability
	4
	5
	20
	!
	
	1
	
	


	Likelihood
	5

Almost certain 

	
	
	
	
	

	
	4

Likely

	
	
	
	06/03
	06/34

	
	3

Moderate

	
	
	
	06/02

06/11
	

	
	2

Unlikely

	
	
	
	
	06/01



	
	1

Rare

	
	
	
	
	

	
	
	1

Insignificant

	2

Minor

	3

Moderate

	4

Major

	5

Catastrophic


	                                                     Impact


Alternative presentation tool - risk matrix

A risk matrix is often used as a tool to display different risks once they have been analysed.  It allows an organisation to mark a threshold above which risks will not be tolerated or will receive additional treatment from the board or delegated staff.  In the example below the threshold is set at risks scored at 15 or above.

	Ref number
	Description
	Type of risk
	Likeli

hood
	Impact
	Score

	06/01
	Cash flow / liquidity difficulties
	Financial management
	2
	5
	10

	06/02
	arrears blow out
	Financial management
	3
	4
	12

	06/03
	
	Financial management
	4
	4
	16

	06/11
	
	
	3
	4
	12

	06/34
	Losses made on leasehold properties because of funding formula affecting long term financial viability
	External - funding
	4
	5
	20


Risk matrix key

The table below should be used with the risk matrix above.  It simply provides a description of the risk items that are displayed in the matrix, with a summary of how they have been analysed.

[Enter data on your organisation’s risks into the risk matrix above IF you decide to present your risk information in this format.  Then provide a further description on the table below]

8.  Evaluate the risks
Priority risks

The risk identification process can produce a long, unstructured list of risks.  These should be grouped into related risks and given a risk score, by using a risk management register such as the one in section seven above.  However, even with careful processing, the risk register is still likely to contain more items than a board can give proper attention to.  The aim should instead be to identify and prioritise the key risks that are going to be closely monitored by the board.  These are the most significant risks that could prevent key organisational objectives from being achieved.  The exact number of risks will vary from year to year and organisation to organisation, it is unlikely that a board would be able to provide detailed oversight of more than 20 risks at a corporate level.   The management of lower priority risks should be delegated to staff and only reported to the board if their status changes.

[Enter your organisation’s list of most significant risks in priority order using a table, like the ‘priority risk table’ below.  NB.  If you have entered your organisation’s risk data in the excel spreadsheet template, you can use the ‘sort’ function to produce your list of priority risks.  Please see the spreadsheet instruction document for more detail]

	Risk Priority
	Ref #
	Risk description

	1
	06/34
	Financial viability, due to under-occupancy in capital properties and insufficient financial reserves to fund maintenance liabilities

	2
	06/6
	Excessive workload and poor staff morale

	3
	06/25
	A lack of financial skills on the board 

	4
	
	

	5
	
	

	6
	
	

	7
	
	

	8
	
	

	9
	
	

	10
	
	

	11
	
	

	12
	
	

	13
	
	

	14
	
	

	15
	
	

	16
	
	

	17
	
	

	18
	
	

	19
	
	

	20
	
	


Priority risk table 

9. Treat the risks

The risk treatment plan is essential for successful risk management.  It is the part of the risk management plan that allows an organisation to say what approach will be adopted for each of its key risks.  

In example risk treatment plan provided below, organisations are encouraged to provide the following information for each of the priority risks they have identified. 

Reference:

This is a reference code which helps identify a specific risk from the risk register and the priority risk table (see sections seven and eight above)

Risk identified and likely impact 

Provide a brief summary of the risk that you have identified in this section and the likely impact on the organisation’s objectives if the risk occurs

Summary of recommended response

Summarise the organisation’s approach to managing the risk.  For example, are you likely to put additional management controls in place to minimise the likelihood that the risk will occur?  Would you transfer the risk by going into partnership or by taking out additional insurance (where appropriate)

Action plan - proposed actions

Describe the specific actions that will be taken to manage the risk

Resource requirement

Describe the resources needed to succeed in the action plan.  Resources may include staff time as well as financial input

Responsibility

Say who has been delegated responsibility to manage this risk

Timing

Say and how often this risk will be treated 

Reporting and monitoring required
How often will the treatment plan be monitored and who by?  When will progress on managing this risk be reported to the board or risk committee?

[Enter information about how your organisation with manage each of the priority risks on a risk treatment plan like the one below.  Use a separate sheet for each of the key priority risks.  These are risks that the organisation has decided are a priority – see section 8 above.]  Please note: it is not realistic to develop a risk treatment plan for every risk you have identified]

Risk treatment plan (example)

	Reference:



	Risk identified and likely impact



	Summary of recommended response



	Action plan

Proposed actions



	Resource requirement



	Responsibility



	Timing



	Reporting and monitoring required



	Compiled by:                                              Date

	Reviewed by:                                             Date


10. Review the risk management plan

Use this space to give details of how the risk management plan as a whole is going to be reviewed.  This should include information on:

· How often risks will be reported to the board – monthly, quarterly etc.

· Which risks will be reported on – i.e. just the top 10 or 20 or all identified risks?

· Who is responsible for reviewing risks? – i.e. what level of authority for risk management and review has the board delegated to staff?  You may wish to treat different categories of risk in different ways – so that the most important 20 risks and any risks you have given a ‘5’ for ‘consequence’ are always scrutinised by the board.  Other risks could be reviewed through exceptions reporting – where staff will manage lower risks unless their status increases above a threshold set down by the board.

· How will risk management be embedded into the organisation’s processes? I.e. which other organisational plans and strategies will the risk management plan be reviewed against?  For example – the strategic plan, operational plan, and business plan.  

· How will the risk management plan meet the requirements of the Performance Based Registration system? I.e. review your plan against the Key Performance Indicators on risk management.  Will your risk management plan ensure that other key risks identified for registration also be managed effectively?  For example, does your risk management plan address key issues of service delivery, corporate governance and financial viability?

· What is your annual cycle for risk management?  Approximately when in the year will the processes of risk identification, assessment, evaluation and control take place?  How will this fit in with other processes like strategic and business planning etc.  Do you have an annual board agenda that addresses when the board will consider key issues?

[Enter details of how you will monitor and embed risk management in the organisation’s plans and processes]

Appendix A - Interviews

The following people were interviewed during the course of developing this risk management plan:



	Name
	Role
	Organisation/Department

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Appendix B - Acronyms

Appendix C – Useful links and resources


STANDARDS AUSTRALIA – RISK MANAGEMENT GUIDELINES
HB 436:2004


STANDARDS AUSTRALIA – RISK MANAGEMENT 
AS / NZS 4360:2004

IDENTIFY THE RISKS


What can happen?


How can it happen?








TREAT THE RISKS


Identify options 


Select the best response


Develop risk treatment plan


Implement





ESTABLISH THE CONTEXT


Objectives





EVALUATE THE RISKS


Evaluate risks and opportunities


Screen out minor issues





ANALYSE THE RISKS


Likelihood


Consequences


Level of risk / significance
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